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Configuring the database engine
1. Enabling Remote Connections for LAN Purpose
You must ensure that the SQL Server instance will allow Remote Connections, otherwise your
workstations will not be able to connect to the server.
To do this run SQL Server Management Studio.
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Use the ‘sa’ Login and enter the password that you Figure 1
created earlier.
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Change the Facet to Server Configuration.
Ensure that RemoteAccessEnabled is set to True.
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Select a page
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Facet: [Server Configuration -

Deseription: Exposes properties of the Server regarding the configuration settings of the server.

Facet properties:

=

NestedTriggersEnabled True -
MNetworkPacketSize 4096
OlefutomationEnabled False
OpenObjects 0
OptimizeAdhocWorkloads False
PrecomputeRank False
PriorityBoost False
ProtecolHandlerTimeout 60
QueryGovernorCastLimit 0
QueryWait -1
Recoverylnterval 0
RemoteAccessEnabled Tr:e\
RemoteDacEnabled False
RemoteLoginTimeout 20
RemoteProcTransEnabled False E
RemoteQuenyTimeout 600
ReplicationMaxT extSize 65536
ReplicationXPsEnabled False
ScanForStartupProcedures False
ServerTriggerRecursionEnabled True
SetWorkingSetSize False il
——— A o
AdHocRemoteQueriesEnabled
Gets or sets the Boolean property value that specifies whether the ad hoc distributed queries configuration option is enabled.

Export Current State as Policy...
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Figure 3 - RemoteAccessEnabled Option

Click the OK button and then close SQL Server Management Studio.
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. Microsoft SQL Server 2008 R2
L Irnport and Export Data (32-bit)
Uz SQL Server Management Studio

. Configuration Tocls

2. SQL Server Configuration Manager
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m

This tool is installed onto the computer’s All Programs menu and
is used to enable SQL services and protocols. Find it from the
Programs listing under the group called Microsoft SQL Server
2008 R2.
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Having launched the tool (Figure 4) you will see the services.

The two services: SQL Server and SQL Server Browser need to
be enabled and to be running. Note: you cannot start the SQL
Server Agent service in the Express edition.
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File Action View Help
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48 QL Server Configuration Manager (Local) Mame State Start Mode Log On As ProcessID  Service Type

g :Qt:e’“e';a""ceskc . by || E5QL Server (SQLEXPRESS) Running Automatic NT AUTHORITY\NETWORKSERVICE 1440 SQL Server
3. 5L server Network Configuration (32bit) [fa15QL Server Agent (SQLEXPRESS) Stopped Other (Boot, Syste..  NT AUTHORITY\NETWORKSERVICE 0 SQL Agent

[ SQL Native Client 10,0 Configuration (32bit)
-y SQL 5 B R Aut t NT AUTHORITYALOCALSERVICE 1532
4 ﬂ SQL Server Metwerk Configuration ﬁ QL Server Browser unning Htomene

Figure 4 - Locating the SQL Server
Configuration Manager
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Figure 5 - Viewing Services
If you first look at the settings for SQL Server 2008 Services, both the SQL Server Browser and the
SQL Server services for the database instance are not enabled by default after installation.

They can be started or stopped or otherwise configured by right-mouse clicking over them. Figure 5
shows that both services have been configured to run automatically when the computer is started.

To Stop, Start or Restart a service, right mouse click on the item under the column header ‘State’
and use the context menu which appears to Stop, Start or Restart the service.

If you need to change the account under which you are running a service, right mouse click on the
item beneath the column header ‘Log On As’ and select Properties.
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Next, check that the protocols are enabled. It is recommended that you enable TCP/IP and Named
Pipes for both the SQL Server instance (see Figure 6) and the SQL Native Client 10.0 (see Figure
7). Note: If you have installed SQL Server 64 bit edition, there will be two SQL Native Clients

installed, a 32 bit and the default 64 bit.
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Figure 6 - Enable protocols for the SQL Server Instance
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Figure 7 - Enabled protocols for SQL Native Client 10.0

After changing the protocols, restart both SQL Server and SQL Server Browser services as

explained above.

Finally, you will need to make some changes to your firewall to allow SQL Server to communicate

with client machines, see Microsoft page

http://msdn.microsoft.com/en-us/library/ms175043.aspx
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